
Network monitoring

Abnormal activities detection

Access to the TEHTRIS XDR Platform
and its augmented technology 
(SOAR, CTI, CYBERIA)

Complete coverage of IT and OT 
networks

B E N E F I T S

Network Traffic Analysis
Malicious activities leave important traces on networks, traces that are often 
under-exploited. Attacks can only be contained through increased monitoring. 
By monitoring your networks with TEHTRIS NTA, you will detect abnormal 
activities automatically and strengthen your ability to react to them.

NTA

Network Traffic Analysis
MONITOR AND DETECT NETWORK 
INTRUSIONS IN REAL TIME

TEHTRIS recognized as a 
Representative Vendor in the 2021 
Market Guide for Extended Detection 
and Response 2021*

Easily integrated

TEHTRIS NTA is integrated by 
adding passive collection points 
to your IT-infrastructure. Your 
existing production systems and 
components are not modifi ed..

Strategic placement of 
our sensors

Deploy NTA sensors in the most 
critical parts of your network 
and target your monitoring in 
accordance with your security 
policy.

24/7

Increase your responses to attacks 
with 24/7 network monitoring 

and detection

Based on fl ow capture, TEHTRIS NTA
monitors inbound and outbound fl ows (as 
well as lateral movements) within a given 
perimeter.

With a database of over 60,000 qualifi ed 
rules, TEHTRIS NTA detects abnormal 
traffi c activity 24/7 using networks signatures 
analysis and behavioral analysis (TEHTRIS 
CYBERIA Artifi cial Intelligence).

Adapted to both IT and OT environments, 
our solution reinforces cybersecurity on 
forgotten devices (printers, industrial 
automats...). No additional deployment 
processes or maintenance are required on 
your side.

TEHTRIS NTA is directly integrated in the 
TEHTRIS XDR Platform. Our alerts are 
added to your contextualization as soon as 
an abnormality or a suspicious activity (scan, 
exploit...) is detected on your networks.

Easy deployment and integration

Network traffi c monitoring:  every connected 
machine, both internal and external (service 
providers, visitors...)

+ 60,000 MITRE-compliant rules that are 
continuously updated

+ 40 types of alerts

Forensic analysis based on Raw Data
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* Gartner and Market Guide are registered trademarks of Gartner, Inc. and/or its affi liates in the U.S. and internationally and is used herein 
with permission. All rights reserved.

TEHTRIS recognized as a Representative Vendor in the 2021 Market Guide for Extended Detection and Response. Craig Lawson, Peter 
Firstbrook, Paul Webber, 8 November 2021.

Get more detailed investigations 
with TEHTRIS NTA 

The Raw Data view summarizes all network logs 
collected by TEHTRIS NTA and allows you to 
conduct in-depth investigations.  

Get a history of connections made between your 
machines to see who talked to whom, when and 
how.

The Raw Data view summarizes all network logs 
 and allows you to 

Get a history of connections made between your 
machines to see who talked to whom, when and 

Real-time monitoring of your network 

Supervise your alerts in real time and create your own customized 
dashboards, by choosing the criteria adapted to your needs: 
severity level, IP source or IP destination.  

Compatible with all 
IT and OT environments

Detection of suspicious 
activities through 

signature and 
behavioral analysis

Real-time network 
monitoring

TEHTRIS XDR Platform

MONITORING

DETECTION

ALERTING

K E Y
F E AT U R E S 

Flow analysis based on 
+60,000 MITRE-compliant 
security rules
(continuously updated)

In-depth investigations 
with our Raw Data view

Customizable Dashboards

DETECTION

ALERTING

C O N TA C T  U S

business@tehtris.com 
tehtris.com

Ask for a
demonstration 

TEHTRIS XDR Platform 
is 100% compatible 

with


